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About me

I amworking as a research fellow (postdoc) inMarcoTomamichel’s group inCentre forQuantumTechnologies,

National University of Singapore. My research focuses on fundamental aspects of quantum cryptography,

including quantum secure communication, bit commitment, oblivious transfer and coin flipping. I received

my PhD degree in Tsinghua University and bachelor’s in Huazhong University of Science and Technology.

Employment History

2023 – now ⋄ Research Fellow, Centre for Quantum Technologies, National University of Singapore

• found security vulnerabilities when composing cryptographic multiple primitives. [2]

• Construct a string commitment scheme from general noisy channel. [1]

Education

2021 ⋄ Visiting student in Southern University of Science and Technology

Developed a private dense coding framework applicable to various quantum secure proto-

cols.

2017 – 2023 ⋄ Ph.D. in Physics, Tsinghua University.

Thesis: Theoretical research on finite-block-length quantum secure direct communication
(QSDC).
Performed comprehensive analysis on the security of QSDC schemes, particularly in the

finite-block-length case, using techniques such as information theory, universal hashing, and

statistical inference.

2013 – 2017 ⋄ B.sc. Huazhong University of Science and Technology
Major: Optoelectronic information science.

Studied fibre communication, laser design, optical design, metasurface.

Projects

2022 ⋄ Patent analysis in quantum secure communication
2016 ⋄ Underwater optical communication

Skills

Languages ⋄ English, Mandarin Chinese

Coding ⋄ Matlab, C, Python, Golang

Miscellaneous Experience

Awards and Achievements

2021 ⋄ Zhuoyu scholarship of Tsinghua University.

2015 ⋄ National Encouragement Scholarship of China.

⋄ Meritorious Winner in Mathematical Contest in Modelling (MCM/ICM problem 1, 2015).
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Conference talks

2024.9 ⋄ Qcrypt 2024, Vigo. Title: On the composable security of weak coin flipping.
2024.10 ⋄ IPS 2024, Singapore. Title: On the composable security of weak coin flipping.
2018.10 ⋄ National Quantum Optics Conference, Zhangjiajie, China. Title: Security of quantum secure

direct communication.
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